
Multi-point extortion 
ransomware groups 
are a big problem
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Top 5 most targeted sectors

Without intervention newcomers BianLian, Royal, 
and Play could soon have the resources and 
infrastructure to join LockBit, Clop, and Alphv as 
the most dangerous multi-point of extortion groups.

Ransomware profits have driven cyber 
crime to become more professional.
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Despite many extortion groups claiming to 
abide by a “moral code” all sectors, including 
education and healthcare, are affected.


